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1. Introduction  

2. Scope  

3. Compliance with legal regulations  

4. Training  

5. General regulations  

6. Workplace  



7. Password use  

 

8. Protection against viruses and phishing attacks  



9. Protection against unsolicited advertising ("spam")  

10. Use of e-mail  

11. Use of cloud services  

12. Appointment coordination via internet 

13. Social media policy  



14. Behavior in the event of security incidents  
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